Social networking sites offer great ways to share pictures and news with your friends and family, but they’re also great places for identity thieves to find personal information and steal your identity. Many times identity thieves aren’t strangers; they have relationships with their victims! It’s silly to completely avoid the use of social media for fear of becoming an identity theft victim, but it’s a good idea to take precautions to make sure you aren’t over-sharing personal information.

Review the following screenshots - based on an actual social media profile - and highlight words, sentences or phrases you think could be used to help an identity thief gain access to Nikki Green’s sensitive information.
To learn more about protecting yourself from identity theft, visit OklahomaMoneyMatters.org

Additional Resources

IdentityTheft.gov
FTC.gov/IDTheft
AnnualCreditReport.com
OptOutPrescreen.com
Youtube.com/watch?v=6XK9IOJh8go